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Mr. P.Dhamotharan started the session with introduction of Cyber Security, explained about 

hacking, types of hackers and stressed the importance of ethical hacker. He suggested few topics and 

web links for better understanding about getting started with ethical hacking. He explained about the 

bug bounty programs offered by google and facebook for their products. 

 



He demonstrated with www.kgisl.com website for the finding and exploiting DB. And he listed the 

contents of their webpage under each domain. 

 

He shared few young Researchers opinion and experience in bug bounty programs and he mentioned it 

is a source of income for the CSE students. Introduction  were given on the following major percepts 

SQL injection, exploitDB, port, penetration testing, mobile security,  Social Engineering, Vulnerability 

Analysis, Malwares, Viruses and encryption mechanisms. 

 

 

 

 

 

 

 

 

Later he shared the importance of KALI OS and the available built in tools for ethical hacking. He 

explains the working mechanism of google search engine. 

Finally he completed the session with the overview metasploit, tor browser, github codes for the 

kind of testing. He shared some of the Researchers to follow on social media to get the updated cyber 

news. He insisted to read blogs as much as possible to gain more knowledge about the technologies and 

working principles. 

 

 

 

http://www.kgisl.com/

